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(57) Abstract : 

In this invention, a novel system is developed based on supervised machine learning which is able classify network traffic whether it 

is benign or malicious. Best model is found based on success rate of detection hence feature selection method is integrated with 

supervised learning algorithm in this invention. Based on research Artificial Neural Network (ANN) is found to be outperform than 

support vector machine (SVM) as the proposed invention involves machine learning along with wrapper feature selection in order to 

classify network traffic. Intrusion detection is the first step in prevention security attack. Network traffic is classified by this system 

using both SVM algorithm and ANN algorithm by utilizing NSL-KDD dataset. It is found that success rate of intrusion detection for 

the proposed Artificial Intelligence based Machine learning algorithm for wireless network is comparatively efficient than SVM 

algorithm. 
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